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Privaatsuspoliitika

Uldmoisted

1.

Isikuandmed tahendavad igasugust teavet tuvastatud voi tuvastatava flisilise isiku (Andmesubjekti)
kohta, nagu on satestatud isikuandmete kaitse tildmaaruse (IKUM/GDPR) artikli 4 16ikes 1.

GDPR - Euroopa Parlamendi ja ndukogu 27. aprilli 2016. aasta maarus (EL) 2016/679 flusiliste isikute
kaitse kohta isikuandmete to6tlemisel ja selliste andmete vaba liikumise kohta ning millega
tunnistatakse kehtetuks direktiiv 95/46/EU.

Andmete to66tlemine tahendab igat isikuandmete voi isikuandmete kogumitega tehtavat toimingut voi
toimingute kogumit, nagu on satestatud GDPR-i artikli 4 l6ikes 2.

Andmetododtleja tahendab flusilist voi juriidilist isikut, kes tdé6tleb isikuandmeid Vastutava téotleja nimel,
nagu on satestatud GDPR-i artikli 4 |6ikes 8.

Vastutav tootleja ehk isikuandmete téotlemise eesmarke ja vahendeid maarav Uksus on Paysera LT,
UAB, mis haldab maksete algatamise ja kontoteabe teenust, Ghisrahastusplatvormi, kvalifitseeritud e-
identimist ja muid teenuseid. Vastavalt 19.09.2018 sdimitud Kaasvastutavate tédtlejate kokkuleppele nr
2018019 on Teie isikuandmete Vastutav to6tleja Paysera vorgustik (edaspidi Paysera, Operaator,
Vastutav todtleja voi Ettevote). Paysera kontaktandmed on avaldatud Paysera veebilehel. Paysera
maaratud andmekaitseametniku kontaktandmed on: dpo@paysera.com.

Andmete ihine tootlemine - Paysera LT, UAB tegutseb koos teiste vorgustiku ettevotete ja
koordinaatoriga Paysera Tech (Kaimanisaared) Kaasvastutavate td6tlejatena vastavalt Ghistegevuse
lepingu lisale nr 16 ,Vorgustiku andmete haldamise leping”. See leping reguleerib vastutuse jaotust ja
tagab andmekaitse vorgustikus. Isikuandmeid té6deldakse Ghiselt liksnes vorgustiku turvalisuse ja
operatiivse terviklikkuse tagamiseks, tapsemalt: rahapesu ja terrorismi rahastamise tdkestamiseks;
pettuste avastamiseks; turvaintsidentide haldamiseks; ning klienditoe pidevuse tagamiseks, kui
teenuseid osutab teine vorgustiku partner.

Andmesubjekt voi Klient - flusiline isik, kes kavatseb astuda v6i on astunud arisuhtesse Vastutava
toodtlejaga (nt profiili loomine, maksekonto avamine, kvalifitseeritud elektroonilise
identifitseerimisvahendi hankimine, tarbijakrediidi taotluse esitamine, tegutsemine tarbijakrediidi andja
vOi rahastajana, Ettevottega teenuse osutamise lepingu s6lmimine jne) voi kelle arisuhe on |6ppenud,
kuid kelle andmeid Vastutav tootleja tootleb edasi vastavalt digusaktidele.

Platvorm - Ettevoéttele kuuluvatel veebisaitidel majutatav tarkvaralahendus, mille on valja té6tanud
Ettevdte ja mida kasutatakse Ettevotte teenuste osutamiseks.

Uldsatted

9.

Paysera poolt kogutud isikuandmeid to6deldakse kooskoélas Leedu Vabariigi isikuandmete diguskaitse
seaduse, isikuandmete kaitse Gldmaéaruse (IKUM/GDPR) ja muude digusaktidega. Kdik Paysera nimel
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tegutsevad isikud, esindajad ja esindajate tootajad, kellel on juurdepaas Kliendi andmetega
susteemidele, paasevad neile juurde Uksnes oma tddulesannete taitmiseks, omades selliseks
juurdepaasuks seaduslikku alust, ning nad on kohustatud hoidma t66 kaigus teatavaks saanud
isikuandmeid konfidentsiaalsena ka parast t66- voi lepingulise suhte 16ppemist.

Ettevote tagab kooskdlas kohalduvate digusaktide nGuetega isikuandmete konfidentsiaalsuse ning
asjakohaste tehniliste ja korralduslike meetmete rakendamise, et kaitsta isikuandmeid loata
juurdepaasu, avalikustamise, juhusliku kaotsimineku, muutmise, havitamise voi muu ebaseadusliku
todtlemise eest.

Kaesolev Privaatsuspoliitika satestab Teie isikuandmete ja muu Teiega seotud teabe kogumise,
sailitamise, tootlemise ja hoidmise pdhireeglid, Teie isikuandmete téotlemise ulatuse, eesmargid,
allikad, saajad ja muud olulised aspektid, kui kasutate Payserat makseteenuse pakkujana. Kaesolevas
Privaatsuspoliitikas h6lmavad ainsuses kasutatud terminid ka mitmust ja mitmuses kasutatud terminid
ainsust, valja arvatud juhul, kui kontekst viitab selgelt teisiti.

Paysera veebisaidile sisenemisel ja/vOi api kasutamisel ja/v0i seal sisalduva teabe ja/voi teenuste
kasutamisel kinnitate, et olete kaesoleva Privaatsuspoliitikaga tutvunud, sellest aru saanud ja ndustute
sellega. Peale slisteemis registreerumist ja Paysera teenuste kasutama hakkamist saab kaesolevast
Privaatsuspoliitikast Makseteenuste uldlepingu lisa.

Paysera jatab endale Giguse muuta kaesolevat Privaatsuspoliitikat igal ajal oma aranagemise jargi,
avaldades Privaatsuspoliitika uuendatud versiooni veebilehel ja teavitades oluliste muudatuste korral
registreeritud kasutajaid e-posti voi apisisese teavituse kaudu. Privaatsuspoliitika muudetud voi
uuendatud versioon joustub selle veebilehel avaldamise hetkest.

Kui teenuste kasutaja on ariklient, kohaldub kdesolev Privaatsuspoliitika Uksikkliendile, kelle andmed
ariklient Payserale edastab. Kasutaja teavitab Andmesubjekte (juhte, saajaid, esindajaid jne) nende
andmete edastamisest Payserale vastavalt GDPR-i artiklile 14.

Andmete tootlemise eesmargid, andmete esitajad, tahtajad, vastuvotjad

15.

Peamine eesmark, milleks Paysera Teie isikuandmeid kogub, on pakkuda Paysera makseteenuseid
klientidele, kes saadavad ja vOtavad vastu makseid. Makse-, kvalifitseeritud e-identimise,
Uhisrahastuse, iseteenindus terminalide ja muugikoha (POS) teenuste pakkujana on Paysera seadusega
kohustatud tuvastama ja kontrollima Teie isikut enne Teiega finantsteenuste tehingute tegemist, kiisima
teenuste osutamise ajal taiendavat teavet ning hindama ja sailitama seda teavet digusaktidega
satestatud sailitustahtaja jooksul. Seda arvesse véttes peate esitama Oiget ja taielikku teavet.

EESMARK: Kliendi tuvastamine, makseteenuste osutamine (konto avamine, rahaliste vahendite
ulekanded, maksete téétlemine ja muu), sularahaautomaadid, iseteenindusterminalid,
kvalifitseeritud e-identimise teenused, rahapesu ja terrorismi rahastamise tokestamine, aruannete
esitamine riigiasutustele, makseteenuse pakkuja muude juriidiliste kohustuste taitmine.

16.

17.

Isikuandmeid toodeldakse sel eesmargil kooskdlas digusaktide nduetega, mis on seotud: kliendi isiku
tuvastamise ja kontrollimisega; Kliendiga lepingute sdlmimise ja taitmisega voi kliendi taotlusel vajalike
sammude astumisega; rahaliste vahendite Ulekannete tegemisega ja vajaliku teabe edastamisega koos
Ulekandega vastavalt digusaktidele; ,TJunne oma klienti“ nduete rakendamisega; kliendi tegevuse pideva
ja perioodilise jalgimisega; riskianallusiga; Kliendi andmete uuendamisega nende tapsuse tagamiseks;
vOimaliku rahapesu ja terrorismi rahastamise tdkestamise, pettuste ennetamise, avastamise, uurimise
ja sellisest tegevusest teavitamisega; riikliku taustaga isikute voi kliendi suhtes kehtestatud
finantssanktsioonide kindlakstegemisega; nduetekohase riski- ja organisatsiooni juhtimise tagamisega.
Sel eesmargil véidakse td6delda jargmisi isikuandmeid: eesnimi, perekonnanimi, sugu, isikukood,
sdnniaeg, naofoto, otselilekande (otsevideo) salvestis, kodakondsus, stnniriik, elukohariik, isikut
téendava dokumendi andmed (sealhulgas, kuid mitte ainult, dokumendi koopia), aadress, e-posti



18.

19.

20.

aadress, telefoninumber, kehtiv maksekonto number, IP-aadress, praegune professionaalne voi té6alane
tegevus, praegune avalik Ulesanne, andmed kliendi osalemise kohta poliitilises tegevuses,
sanktsioonide nimekirja kuulumine, muud kohaldatavate rahapesu ja terrorismi rahastamise
tokestamise seadustega ndutavad andmed, samuti Kliendi asukohaandmed, planeeritud teenus, konto
kasutamise eesmark (isiklik/ari), planeeritud investeeringusumma, saadav tulu, peamine rahaliste
vahendite allikas, rahaliste vahendite paritolu, tegelik kasusaaja, teave 16pliku kasusaaja kohta: eesnimi,
perekonnanimi, kodakondsus, isikukood (riiklik isikukood), sinniaeg, aadress, volituse alus, poliitiline
seotus, muud kliendi ,,Tunne oma klienti” (KYC) klsimustikus margitud andmed, arisuhte kirjavahetus
kliendiga, rahalist operatsiooni voi tehingut kinnitavad dokumendid ja andmed v6i muud seaduslikult
kehtivad dokumendid ja andmed, mis on seotud rahaliste operatsioonide vdi tehingute tegemisega,
maksuresidentsuse riik, seos EMP/EL-iga, maksukohustuslase number, kasutatavad seadmed, kasutaja
mobiilseadmega seotud andmed, mudel, operatsioonisiisteem, kas seadmel on juurkasutaja digused
(rooted), kas seade on emulaator, IP-aadress, Wi-Fi SSID, Wi-Fi MAC, seadme sUsteemi keel, SIM-kaardi
valjastanud riik, SIM-kaardi operaator, seadme pseudo-ainulaadne ID, Android ID, Android GSFID,
Androidi sbrmejalg, veebivaate (web-view) versioon, Paysera api versioon, rahaliste tehingute ajalugu.
Neid isikuandmeid kogutakse ja téddeldakse Vastutavale toodtlejale pandud avaliku véimu Ulesannete
taitmisel ning makseteenuse pakkujale pandud juriidilise kohustuse alusel, s.0 maksete seadus, e-raha
ja e-raha asutuste seadus, rahapesu ja terrorismi rahastamise tokestamise seadused ning muud
kohaldatavad 6igusaktid, ning need on vajalikud konto avamiseks ja/v6i makseteenuse osutamiseks.
Andmete sailitamise tahtaeg: 10 (kimme) aastat parast arisuhte I6ppemist kliendiga. Rahapesu ja
terrorismi rahastamise tokestamise seaduse kohaselt tuleb neid isikuandmeid sailitada 8 (kaheksa)
aastat. Neid andmeid sailitatakse veel 2 (kaks) aastat Paysera digustatud huvide alusel vastavalt hagi
tavaparasele aegumistahtajale.

Andmeallikad ja andmete esitajad:

20.1.Andmesubjekt otse;

20.2.Kolmandad isikud:
20.2.1.Krediidi- ja muud finantsasutused ning nende filiaalid;
20.2.2.Riiklikud ja mitteriiklikud registrid;

20.2.3.Isikut téendavate dokumentide andmete kontrollimise andmebaasid (kehtetute dokumentide
andmebaasid ja muud rahvusvahelised andmebaasid);

20.2.4.Volituste kontrollimise registrid (notariaalsete volituste registrid ja muud andmebaasid);
20.2.5.Teovdimetute ja piiratud teovéimega isikute register;
20.2.6.Rahvastikuregister, muud andmebaasid;

20.2.7 .Ettevotted, kes todtlevad koondatud volglaste faile (nt Leedus UAB ,Creditinfo Lithuania“, UAB
»Scorify” voi muud);

20.2.8.Rahvusvaheliste sanktsioonide registreid pidavad ettevdtted;
20.2.9.0iguskaitseorganid;
20.2.10.Kohtutaiturid;

20.2.11.Juriidilised isikud (tingimusel, et olete nende juriidiliste isikute esindaja, td6taja, asutaja,
aktsionar, osanik, toovdtja voi tegelik kasusaaja);

20.2.12. Partnerid vdi muud juriidilised isikud, kes kaasavad meid v6i keda me kaasame teenuste
osutamisse;



20.2.13. Sotsiaalvérgustikud, kus Teil on meie ststeemiga lingitud profiil;
20.2.14. Muud isikud.

21. Oma juriidiliste kohustuste tdhusamaks taitmiseks - naiteks potentsiaalselt kahtlaste finantstehingute
tuvastamiseks rahapesu tokestamise eesmargil voi isikut tdendavate dokumentide ehtsuse
kontrollimiseks - vdime kasutada tehisintellekti (Al) lahendusi (tddriistu voidakse treenida
olemasolevate andmete abil véi andmeid vbidakse tédriistade abil anallidsida). Need tdoriistad aitavad
toddelda suuri andmemahte ja tuvastada lahknevusi; siiski vaatavad kdik Teie jaoks oluliste
tagajargedega l0plikud otsused alati Iabi ja kinnitavad meie té6tajad.

22. Andmesaajate rihmad: jarelevalveasutused, krediidi-, finants-, makse- ja/vdi e-raha asutused,
kohtueelse uurimise asutused, riiklikud maksuametid, Paysera makseteenuste esindajad vdi partnerid
(kui tehing tehakse nende teenuseid kasutades), tehingu rahaliste vahendite saajad, kes saavad makse
valjavottel olevat teavet koos tehingu rahaliste vahenditega, saaja makseteenuse pakkujad ja
korrespondendid, riiklikes, Euroopa ja rahvusvahelistes maksesisteemides osalejad ja/v0i nendega
seotud osapooled, vdlgade sissendudmisega tegelevad agentuurid, koondatud volglaste faile tootlevad
ettevdtted, advokaadid, kohtutaiturid, audiitorid, muud odigustatud huviga lUksused, muud isikud
Payseraga solmitud lepingu voi muul seaduslikul alusel.

PURPOSE: Vaidluste ja volgade haldamine.

23. Isikuandmeid té6deldakse sel eesmargil vaidluste lahendamiseks, volgade haldamiseks ja
sissendudmiseks, nduete, hagide jms esitamiseks.

24. Sel eesmargil vOidakse toodelda jargmisi isikuandmeid: eesnimi, perekonnanimi, isikukood, aadress,
stinniaeg, isikut tdendava dokumendi andmed, e-posti aadress, telefoninumber, arvelduskonto number,
IP-aadress, konto valjavotted, video- ja helisalvestised ning kéik muud andmed, mis on seotud vaidluse
vOi vbla tekkimise asjaoludega.

25. Andmete sailitamise tahtaeg: vbla aegumistahtaeg on 10 (kimme) aastat alates paevast, mil volg sai
teatavaks (kui volg koosneb mitmest osast - alates paevast, mil viimane osa sai teatavaks), ja parast
kohtumenetluse algatamist - 10 (kimme) aastat, kuid mitte vdhem kui pooltevaheliste kohustuste
taieliku taitmiseni. Andmete sailitamise tahtaeg pdhineb Leedu Vabariigi tsiviilseadustikus satestatud
menetluste aegumistahtaegadel.

26. Andmeallikad: Andmesubjekt otse, krediidi-, finants-, makse- ja/vdi e-raha asutused, riiklikud ja
mitteriiklikud registrid, koondatud volglaste faile tootlevad ettevdtted (nt Leedus UAB ,Creditinfo
Lithuania” voi muud), elektroonilise side teenuste osutajad, muud isikud.

27. Andmesaajate rihmad: koondatud vdlglaste faile to6tlevad ettevotted, krediidi-, finants-, makse- ja/voi
e-raha asutused, advokaadid, kohtutaiturid, kohtud, kohtueelse uurimise asutused, riiklikud
maksuametid, vdlgade sissendudmise ja stindikaatagentuurid ning muud digustatud huviga Uksused.

28. Juhime tahelepanu sellele, et kui Teil on v8lgnevus Paysera ees ja Te viivitate kohustuste taitmisega, on
Payseral digus edastada Teie isiku-, kontakti- ja krediidiajaloo andmed (s.o rahalised ja varalised
kohustused ning teave nende taitmise kohta, samuti volgnevused ja nende tasumine) vdlglaste
andmebaase haldavatele ettevétetele (nt Leedus krediidiasutus UAB ,Creditinfo Lithuania“*), samuti
vOlgade sissendudmisega tegelevatele ettevotetele. Oma krediidiajalooga saate tutvuda, vottes otse
Uhendust krediidiblrooga.

EESMARK: Pakkuda Paysera POS-teenust kasutavatele ériklientidele tehnilist véimalust hallata oma
klientide ja ostude andmeid, tagades maksete tootlemise, arveldamise ja muude Paysera POS-
teenusega seotud protsesside funktsionaalsuse, jargides seejuures taielikult IKUM-i (GDPR) ja koiki
muid kohaldatavaid 6igusnoudeid.

29. Sel eesmargil kogutakse ja toddeldakse jargmisi andmeid: Paysera POS-kliendi ja teda esindavate
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31.

32.

flusiliste isikute andmed (eesnimi, perekonnanimi, seos Paysera POS-kliendiga (ametikoht/roll jne),
isiku- vdi maksukohustuslase number, kontaktandmed, nagu aadress, telefoninumber ja e-posti
aadress), maksetehingu teave (kaardi tulp, kaardi numbri neli viimast numbrit, tehingu number),
samuti ostuandmed (tellimuse Uksused, kogus, hind, allahindlused, ostukuupaev, tellimuse number ja
fiskaalandmed). Andmete sailitamise tahtaeg: 10 (kimme) aastat parast arisuhte I6ppemist kliendiga.
Rahapesu ja terrorismi rahastamise tdkestamise seaduse kohaselt tuleb neid isikuandmeid sailitada 8
(kaheksa) aastat. Neid andmeid sailitatakse veel 2 (kaks) aastat Paysera digustatud huvide alusel
vastavalt hagi tavaparasele aegumistahtajale.

Seoses Paysera POS-kliendi poolt siisteemi lles laaditud andmetega tegutseb Paysera Volitatud
tootlejana, Paysera POS-klient on aga Vastutav todtleja. Paysera POS-klient kinnitab ja kohustub
todtlema neid andmeid kooskdlas IKUM-i artikli 6 nduetega. Nende andmete sailitamise tahtaja
maaravad Vastutava tootleja (Paysera POS-klient) sisesed td6dokumendid, vbttes arvesse
raamatupidamisdokumentide sailitamise seadusest tulenevaid ndudeid ja muid kohaldatavaid tahtaegu.
Paysera, pakkudes tehnilist infrastruktuuri, sailitab varukoopiaid ainult nii kaua, kui on vajalik teenuse
toimimise tagamiseks voi kui seda nduab seadus. Paysera POS-kliendiga sdlmitud lepingu I6petamisel
on Payseral digus kustutada koik kliendi Paysera POS-kontol hoitavad isikuandmed 90 (lGheksakimne)
paeva parast, valja arvatud juhul, kui digusaktid nduavad nende pikemat sailitamist. See ajavahemik on
moeldud andmete sujuva llekandmise voi Idpparvelduste tagamiseks. Paysera POS-slisteemi
varukoopiates olevaid andmeid vdidakse sailitada pikema aja jooksul; need on aga isoleeritud ja neid ei
toddelda aktiivsetes stisteemides seni, kuni need I6puks vastavalt kehtestatud varukoopiate
rotatsioonitsuklile kustutatakse.

Andmeallikad (kust me andmeid saame): Peamine allikas on Klient, kes sisestab Paysera POS-siisteemi
teavet enda, oma klientide ja ostutehingute kohta. Osalised makseandmed voidakse saada ka
pangakaarditehinguid tdotlevatelt teenusepakkujatelt (nt kaardi tllp, kaardi numbri neli viimast
numbrit, tehingu number).

Andmesaajad: Arikliendil kui Vastutaval toétlejal on juurdepaas enda sisestatud andmetele. Paysera ja
tema volitatud teenusepakkujad (nt IT-infrastruktuuri v6i andmekeskuse teenusepakkujad) téotlevad
neid andmeid ainult teenuse osutamiseks ja taiustamiseks vajalikus ulatuses voi seadusega noutud
juhtudel. Riigiasutustele edastatakse teavet ainult digusaktides satestatud juhtudel.

EESMARK: Maksete kogumine Paysera iseteenindusterminalide kaudu ja klientidele aruannete
esitamine, et tagada tohus ja turvaline makseprotsess ning vajaliku teabe edastamine.

33.

34.

35.
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Sel eesmargil vdidakse séltuvalt makse kogumise asukohast koguda jargmisi andmeid: eesnimi,
perekonnanimi, stinniaeq, isikukood, e-posti aadress, tervishoiuasutuse valjastatud patsiendikood,
Ulidpilase Oppekava ja Oppeaasta, maksekaardi tllp, kaardi numbri neli viimast numbrit, tehingu
number, samuti mis tahes muud andmed, mille isik makse sooritamisel esitab.

Andmeid kogutakse ja téddeldakse lepingu taitmise (IKUM-i artikli 6 16ike 1 punkt b) vdi digusaktides
satestatud juriidiliste kohustuste (IKUM-i artikli 6 18ike 1 punkt c) alusel ning Paysera tegutseb Volitatud
tootlejana, voimaldades andmete sisestamist ja sailitamist ning tagades teenuse tehnilise
funktsionaalsuse.

Andmete sailitamise tahtaeg: selle maarab Vastutav téoétleja, kes peab jargima raamatupidamis- ja
muude andmete sailitamise diguslikke ndudeid. Parast arisuhte I6ppemist sailitab Paysera
iseteenindusterminalide andmeid mitte kauem kui 3 (kolm) aastat parast suhte 16ppu.

Andmeallikad: peamised esitajad on isikud ise, kes esitavad ndutavad andmed Paysera
iseteenindusterminale kasutades. Nende andmete pdhjal tuvastatakse isikud makseid koguva Uksuse
(organisatsioon, kellele konkreetset terminali maksete kogumiseks kasutatakse) andmebaasides.
Osaline teave kaarditehingute kohta saadakse ka maksete té6tlemise teenusepakkujatelt.
Andmesaajad: séltuvalt makse kogumiseks vajalikust teabest voidakse need andmed edastada
konkreetsele Paysera Kliendile, kes kogub terminalide kaudu makseid - naiteks tervishoiuasutusele,
automuugiesindusele, dppeasutusele vdi muule ari- voi avalik-6iguslikule tksusele, kes kasutab



konkreetset Paysera iseteenindusterminali ja kellel on seaduslik alus maksetehingu teabe saamiseks.
Andmeid voidakse edastada ka asjakohastele riigiasutustele, kui see on seadusega ndutud vdi vajalik
Oigustatud huvide kaitseks.

EESMARK: Kliendisuhete toetamine ja haldamine, klientide teavitamine olemasolevatest ja uutest
teenustest, teenuste osutamine, vaidluste ennetamine ja téendite kogumine (telefonivestluste
salvestamine), arialane kirjavahetus Kliendiga.

38.

39.

40.

41.

42.

43.

Isikuandmeid téodeldakse sel eesmargil selleks, et: hoida arisuhet ja suhelda Kliendiga; osutada
kliendile teenuseid; kaitsta Kliendi ja/voi Paysera huve; ennetada vaidlusi, pakkuda toendeid arialasest
suhtlusest Kliendiga (vestluste salvestised, kirjavahetus); viia Iabi kvaliteedihindamist ja tagada Paysera
osutatavate teenuste kvaliteet; kui see on vajalik lepingu taitmiseks, Kliendi palvel meetmete vdtmiseks
vOi juriidilise kohustuse taitmiseks; teavitada Klienti Paysera osutatavatest teenustest, nende hindadest,
isearasustest, Kliendiga s6Imitud lepingute muudatustest jne; saata Paysera slisteemseid ja muid
osutatavate teenustega seotud teavitusi.

Sel eesmargil véidakse td6delda jargmisi isikuandmeid: eesnimi, perekonnanimi, aadress, siinniaeg, e-
posti aadress, telefoninumber, IP-aadress, Kliendi asukohaandmed, arvelduskonto valjavotted,
telefonivestluste salvestised, kirjavahetus Kliendiga ja muud eesmargi saavutamiseks vajalikud
andmed.

Andmete sailitamise tahtaeg: mitte kauem kui 10 (kiimme) aastat alates vestluse kuupaevast, vottes
arvesse hagi tavaparast aegumistahtaega. Paysera jatab endale diguse sellised andmed igal ajal
kustutada. Selline andmete sailitamise tahtaeg on ndutav rahapesu ja terrorismi rahastamise
tokestamise seaduste alusel.

Andmeallikad: andmesubjekt otse, elektroonilise side teenuste osutajad.

Andmesaajad: jarelevalveasutused, koondatud vdlglaste faile té6tlevad ettevotted, advokaadid,
kohtutaiturid, kohtud, kohtueelse uurimise asutused, vdlgade sissendudmise ja stindikaatagentuurid,
muud digustatud huviga Uksused, muud Payseraga lepingu sdlminud Uksused.

Andmesubjekt kinnitab, et ta mdistab, et sellised teavitused on vajalikud Kliendiga s6Imitud
Makseteenuste Uldlepingu ja/vdi selle lisade taitmiseks ega kujuta endast otseturundusteateid.

EESMARK: Tagada Paysera kasutaja tuvastamine ning tema poolt sularahaautomaadis algatatud
tehingu turvaline, seaduslik ja néuetekohane teostamine.

44,

45.

46.

Sel eesmargil kogutakse jargmisi andmeid: ajutiselt genereeritud skaneeritav kood, mis on lingitud
Paysera apiga ja millel on piiratud kehtivusaeg; tehingu tilp (sissemakse/valjavétmine); kuupaev ja
kellaaeg; sissemakse/valjavétmise summa; sularahaautomaadi tuvastamise andmed (automaadi
kordumatu number, aadress vdi muud asukohamarkerid); kasutaja kordumatu number (lingitud Paysera
kontoga); ja tagasikutsumise kinnitus, mis naitab, et kasutaja on edukalt tuvastatud. Lisaks kogutakse
videovalve materjali (fotod ja videosalvestised).

Andmeid kogutakse ja to6deldakse sularahaautomaadi teenusepakkuja ja kasutaja vahelise lepingu
taitmise (IKUM-i artikli 6 18ike 1 punkt b), makse-, e-raha, rahapesu tdkestamise ja muudest
kohaldatavatest digusaktidest tulenevate juriidiliste kohustuste taitmise (IKUM-i artikli 6 16ike 1 punkt c)
ning maksete turvalisuse tagamise ja pettuste ennetamise digustatud huvi (IKUM-i artikli 6 I8ike 1 punkt
f) alusel.

Andmete sailitamise tahtaeg: genereeritud skaneeritav kood kehtib vaid lUhikest aega (kuni 5 minutit) ja
genereeritud Kliendi tuvastamisnumber kehtib vaid tehingu kestuse ajal. Peamisi tehinguandmeid
(kuupaev, asukoht, sissemakse/valjavdétmise summa jne) sdilitatakse sularahaautomaadis 2 aastat.
Sularahaautomaadi operaator sailitab neid andmeid 5 (viis) aastat alates tehingu kuupaevast.
Videovalve salvestisi sailitatakse kuni 5 (viis) kuud, valja arvatud juhul, kui neid on vaja sailitada kauem,
naiteks diguskaitseorganite uurimise voi vaidluse kaigus (sel juhul voib materjali sailitada kuni vajaduse
[6ppemiseni).



47.

48.

Klient tuvastatakse Paysera api poolt genereeritud skaneeritava koodi abil, mille kasutaja esitab
sularahaautomaadile. Taiendavaid Kliendi andmeid vdidakse saada videovalvekaamerast, kui see on
paigaldatud.

Andmesaajad: videosalvestised voi muud andmed vdidakse vajaduse korral edastada
oiguskaitseorganitele uurimise ajal vdi muudele riigiasutustele, kui seadus seda nduab.

EESMARK: Krediidivoime hindamine, krediidiriski juhtimine ja automaatne otsustamine.

49,

50.

51.

52.

53.

54.

Isikuandmeid té6deldakse sel eesmargil klientide krediidivoime hindamiseks, krediidiriski juhtimiseks
ning operatiivriski juhtimise ja kapitali adekvaatsusega seotud nduete taitmiseks, et Paysera saaks
pakkuda/osutada finantseerimist.

Sel eesmargil vBidakse toodelda jargmisi isikuandmeid: eesnimi, perekonnanimi, aadress, siinniaeg, e-
posti aadress, telefoninumber, maksekonto number, IP-aadress, maksekonto valjavétted, Kliendi konto
jaak, rahalised kohustused, krediidi- ja makseajalugu, sissetulek, haridus, tédkoht, praegune ametikoht,
téokogemus, olemasolev vara ning andmed sugulaste kohta, krediidireiting, varasemad vdlad ja muu
teave.

Andmete sailitamise tahtaeg: 1 (Uks) aasta parast arisuhte I6ppemist Kliendiga, kusjuures |6ppkuupaev
ei ole varasem kui mélema poole vaheliste kohustuste taieliku taitmise kuupaev. Krediidi andmisest
keeldumise korral loetakse Kliendiga suhte I6ppemise hetkeks Kliendi teavitamist krediidi andmisest
keeldumisest.

Andmeallikad: andmesubjekt otse, krediidi- ja muud finantsasutused ning nende filiaalid,
oiguskaitseorganid, muud registrid ja riigiasutused, koondatud vdlglaste faile tootlevad ettevotted (nt
Leedus UAB ,Creditinfo Lithuania”, UAB , Okredo”), fUusilised isikud, kes esitavad andmeid abikaasade,
laste ja muude suguluse vdi hdimluse alusel seotud isikute kohta, kaasvolglased, kaendajad, tagatise
andjad jne, juriidilised isikud, kui Klient on nende juriidiliste isikute esindaja, tottaja, téovotja, aktsionar,
osanik, omanik jne, ning partnerid vo6i muud juriidilised isikud, keda Paysera on kaasanud Teile teenuste
osutamiseks.

Andmesaajad: krediidi-, finants-, makse- ja/v0i e-raha asutused vdi teenusepakkujad, kes abistavad
krediidivdime hindamisel, ning koondatud vdlglaste faile to6tlevad ettevotted.

Teiega finantseerimislepingu s6lmimiseks vdi selle pakkumiseks ning Teile teenuste osutamiseks
rakendab Paysera teatavatel juhtudel Teie isikuandmete automatiseeritud té6tlemisel pdhinevat
otsustetegemist. Sellisel juhul kontrollib stisteem maaratud algoritmi abil Teie krediidivéimet ja hindab,
kas teenust saab osutada. Kui automaatne otsus on negatiivne, voib seda muuta, kui Klient esitab
taiendavaid andmeid. Paysera rakendab kdiki vajalikke meetmeid Teie diguste, vabaduste ja digustatud
huvide kaitsmiseks. Teil on digus nduda inimsekkumist, avaldada oma arvamust ja vaidlustada
automaatne otsus. Teil on digus esitada vastuvaiteid automaatsele otsusele, vottes otse ihendust
Payseraga.

EESMARK: Teenuste osutamine kolmandate isikute kaudu.

55.

56.

57.

58.

59.
60.

Isikuandmeid toodeldakse sel eesmargil selleks, et tagada Paysera klientidele voimalikult lai teenuste
valik, kusjuures teatavaid teenuseid osutavad kolmandad isikud.

Sel eesmargil véidakse td6delda jargmisi isikuandmeid: eesnimi, perekonnanimi, kodakondsus,
isikukood, aadress, kontaktandmed.

Klienti teavitatakse selgelt igasugustest andmet6oétiustest kolmandate isikute kaudu teenuste osutamise
eesmargil ning andmeid toddeldakse ainult Kliendi selgesdnalisel ndusolekul.

Andmete sailitamise tahtaeg: 1 (Uks) aasta.

Andmeallikad: andmesubjekt otse, Paysera, teenuseid osutavad kolmandad isikud.

Andmesaajad: teenuseid osutavad kolmandad isikud, Paysera, Andmesubjekt.



EESMARK: Paysera ja Kliendi huvide kaitse ja turvamine (videovalve Paysera ruumides ja
helisalvestamine klienditeeninduskeskuses).

61.

62.

63.

64.

65.

66.

Isikuandmeid téddeldakse sel eesmargil IKUM-i artikli 6 16ike 1 punkti f alusel pdhineva &igustatud huvi
alusel. Need huvid h6élmavad turvalisuse tagamist (t66tajate, Klientide ja teiste kilastajate tervise, elu ja
vara kaitsmist ebaseaduslike tegude, nagu vargus, vandalism vaoi fUusiline rinnak, eest), diguste ja
Oigustatud huvide kaitsmist (objektiivsete téendite kogumist intsidentide, dnnetuste vi
vaidlusolukordade uurimiseks) ning teenuste tapsuse ja labipaistvuse tagamist. Helisalvestised aitavad
tapselt fikseerida Teie suulise palve seoses finantstehinguga ja tagada selle dige taitmise, ennetades
seelabi vigu, mis voiksid pdhjustada kahju Teile voi Ettevottele. Samuti aitavad need objektiivselt
lahendada vaidlusi tehingu sisu, summa v6i muude tingimuste Ule ning tagada vastavus digusaktide
nouetele. Heli- ja videosalvestised aitavad meil kontrollida ja tdendada, et téotajad on nduetekohaselt
jarginud rahapesu ja terrorismi rahastamise tokestamise protseduure, sealhulgas KYC-ndudeid,
kohustuslikku kusitlust ja vastuste salvestamist tuvastamise ajal, samuti abistavad need intsidentide ja
vigade uurimisel (aidates kindlaks teha pdhjuseid, kui toimub intsident, ilmneb operatiivviga voi
tuvastatakse sularaha puudujaak).

Sel eesmargil vBidakse to6delda jargmisi isikuandmeid: videosalvestised Paysera hallatavates ruumides,
video- ja helisalvestusandmed klienditeeninduskeskuses.

Videovalvet ja salvestamist teostatakse suuremas osas Paysera ruumides, sealhulgas kdigile
kilastajatele avatud lldaladel, klienditeenindusalas ja piiratud juurdepaasuga ruumides (nt
kontoriruumid, kéogid), et tagada sisekord ja vara turvalisus. Helisalvestamist teostatakse ainult
klienditeeninduskeskuses, teenindusletis, kus toimuvad finantstehingud ja Kliendi tuvastamine. Teistes
ruumides heli ei salvestata. Enne sisenemist Paysera ruumidesse, kus toimub videovalve, teavitatakse
Teid sellest erimargistusega.

Video- ja helisalvestisi sailitatakse kuni 1 (Uks) aasta alates salvestamise kuupaevast. See
sailitustahtaeg on vajalik, et tagada vdime tuvastada ja uurida intsidente madistliku aja jooksul,
lahendada potentsiaalseid vaidlusi (mis vdivad kesta kuni aasta voi kauem) ja taita diguskaitseorganite
andmeparinguid. Parast seda perioodi andmed kustutatakse, valja arvatud juhul, kui neid on vaja
kaimasoleva uurimise, vaidluste lahendamise vdi muude seadusega ettenahtud juhtude jaoks - sel juhul
sailitatakse neid nii kaua, kui on vajalik nende eesmarkide saavutamiseks.

Andmeallikad: andmesubjekt otse, kes kulastab Paysera ruume, kus toimub videovalve, ja jaab
valvkaamera vaatevalja.

Andmesaajad: video- ja helisalvestisi kasitletakse konfidentsiaalsena. Juurdepaas neile on rangelt
piiratud ja antud ainult t66tajatele, kes vajavad seda oma tédllesannete taitmiseks (,,teadmisvajaduse”
pohimote) ning Uksnes Ulaltoodud eesmarkidel. Salvestisi voidakse edastada ka kohtutele, kohtueelse
uurimise asutustele ja advokaatidele. Salvestiste sisekontrolli teostatakse ainult siis, kui selleks on selge
vajadus - naiteks intsidendi uurimisel, vaidluse lahendamisel, sularaha puudujaagi kontrollimisel voi
perioodiliste, juhuslikult valitud auditite labiviimisel (vaga piiratud ulatusega, nt mdned salvestised
tootaja teenindatud klientidest kuus) - et tagada vastavus rahapesu tokestamise, KYC ja muudele
olulistele protseduuridele ning jalgida teenuse kvaliteeti.

EESMARK: Otseturundus.

67.

68.

69.

Isikuandmeid té0deldakse sel eesmargil selleks, et pakkuda klientidele Paysera osutatavate teenustega
seotud pakkumisi ja selgitada valja klientide arvamus eelnimetatud teenuste kohta.

Sel eesmargil voidakse téodelda jargmisi isikuandmeid: eesnimi, perekonnanimi, e-posti aadress ja
telefoninumber.

Sel eesmargil saadab Paysera uudiskirju ja otseturundusteateid parast Kliendilt ndusoleku saamist.
Paysera v&ib kasutada uudiskirjateenuse pakkujat, tagades samas, et nimetatud pakkuja jargib Uhise
vastutava tootleja lepingus satestatud isikuandmete kaitse néudeid. Klient v6ib oma ndusoleku tagasi
vOtta, kldpsates uudiskirja vdi otseturundusteate saamise korral ndusoleku tagasivotmise lingil (Revoke



your consent), samuti teavitades Payserat igal ajal oma keeldumisest isikuandmete t66tlemiseks
otseturunduse eesmargil e-posti teel aadressil klienditugi@paysera.ee.

70. Andmete sailitamise tahtaeg: kuni arisuhte [6ppemiseni Kliendiga vdi paevani, mil Klient esitab
vastuvaite andmete tédtlemisele sel eesmargil.

71. Andmeallikad: andmesubjekt otse.

72. Andmesaajad: andmeid voidakse sel eesmargil edastada otsingu- vdi sotsiaalvdrgustiku siisteemidele
(vastuvaidete esitamise vboimalus on tagatud nende sliisteemide veebilehtedel), uudiskirjateenuse
pakkujatele.

EESMARK: Statistiline analiiiis, teenuse tiaiustamine.

73. Teie eelnimetatud eesmarkidel kogutud ja anoniimitud isikuandmeid vdidakse téddelda vastavalt IKUM-
i artikli 6 I6ike 1 punktile f statistilise analGUsi ning tehniliste ja korralduslike meetmete ja
infotehnoloogilise infrastruktuuri taiustamise eesmargil, tagades osutatava teenuse kohandamise
kasutatavatele seadmetele, uute Paysera teenuste loomise, olemasolevate teenustega rahulolu
suurendamise ning tehniliste meetmete ja IT-infrastruktuuri testimise ja taiustamise. Sel eesmargil
toddeldakse isikuandmeid viisil, mis statistilise anallitsi raames ei vOimalda asjaomaseid
Andmesubjekte tuvastada. Teie isikuandmete kogumine statistilise anallilisi eesmargil péhineb
oigustatud huvil analGUsida, taiustada ja arendada labiviidavat tegevust.

74. Teil on digus igal ajal ja igas vormis valjendada oma ndusolematust ja esitada vastuvaiteid oma
isikuandmete tootlemisele sel eesmargil, teavitades sellest Payserat. Paysera vdib siiski jatkata
andmete tdotlemist statistilistel eesmarkidel, kui ta tdendab, et andmeid té6deldakse tungivatel
oigustatud pohjustel, mis kaaluvad Ules Andmesubjekti huvid, digused ja vabadused, voi digusnduete
koostamiseks, esitamiseks vdi kaitsmiseks.

EESMARK: Teenuste kuritarvitamise ja siiiitegude ennetamine ning teenuste néuetekohase
osutamise tagamine.

75. Koigil Glaltoodud eesmarkidel kogutud andmeid vdib kasutada loata juurdepaasu ja kasutamise
valtimiseks, s.t privaatsuse ja infoturbe tagamiseks.

76. Isikuandmete tootlemiseks vdib Paysera kaasata Andmetodétlejaid ja/vdi palgata oma aranagemisel teisi
isikuid taitma Paysera nimel teatavaid abifunktsioone (nt andmekeskused, majutus, pilvemajutus,
susteemihaldus, slisteemiarendus, tarkvaraarendus, pakkumine, tugiteenused, nagu taiustamine ja
arendamine; klienditeeninduskeskuste teenused; turundus-, kommunikatsiooni-, ndustamis-,
rendit6ojou- voi sarnased teenused). Sellistel juhtudel votab Paysera vajalikud meetmed tagamaks, et
sellised Andmetootlejad téotlevad isikuandmeid kooskdlas Paysera juhiste ja kohaldatavate seadustega,
ning nduab asjakohaste isikuandmete turvameetmete jargimist. Paysera tagab ka, et sellised isikud on
seotud konfidentsiaalsuskohustusega ega saa kasutada seda teavet muul eesmargil kui oma
funktsioonide taitmiseks.

77. Kaesolevas Privaatsuspoliitikas satestatud eesmarkidel kogutud isikuandmeid ei té6delda viisil, mis ei
sobi kokku nende seaduslike eesmarkide voi digusaktide nduetega.

78. Ulalnimetatud andmeid edastatakse ja vdetakse vastu Paysera vdi tema volitatud esindaja kasutatava
tarkvaravahendi kaudu, samuti muude vahenditega ja kolmandate isikutega, kellega Paysera on
s6lminud isikuandmete téotlemise lepingud kooskdlas seaduste ja maarustega.

Tootlemise geograafiline piirkond

79. Uldjuhul téddeldakse isikuandmeid Euroopa Liidus/Euroopa Majanduspiirkonnas (EL/EMP). Teenuste
osutamiseks, meie vorgustiku toimimise pidevuse tagamiseks ja spetsialiseeritud partnerite
kaasamiseks Ule maailma vdidakse Teie andmeid siiski teatavatel juhtudel edastada ja téddelda


mailto:klienditugi@paysera.ee

valjaspool EL-i/EMP-d (edaspidi ,,Kolmandad riigid“). Andmete edastamine Kolmandatesse riikidesse,
mille suhtes ei ole tehtud Euroopa Komisjoni piisavuse otsust, toimub kooskdlas Vérgustiku andmete
haldamise lepinguga. See leping tagab Euroopa Komisjoni poolt heaks kiidetud standardsete
andmekaitseklauslite (SCC) automaatse kohaldamise kdigile vdrgustiku liikmete vahelistele
andmeedastustele, tagades Teie andmete kaitse kooskdlas IKUM-i nduetega séltumata partneri
asukohast.

80. Teie isikuandmeid vbidakse edastada jargmistele Kolmandates riikides asuvatele saajate kategooriatele:
80.1. Infrastruktuuri- ja platvormipartnerid. Meie teenuseid osutatakse jagatud Paysera vorgustiku IT-
infrastruktuuri abil, mida haldab ja hooldab meie strateegiline partner. Kuigi see partner tegutseb
Euroopa Liidus registreeritud valdusettevétja kaudu, on selle peamine registreerimiskoht
Kaimanisaared. Juhime tadhelepanu sellele, et platvormi toimimise, turvalisuse ja hoolduse tagamiseks
vajalikud tehnilise juurdepaasu andmed ja haldusandmed ei ole sellest jurisdiktsioonist kattesaadavad
ning kdiki andmeid sailitatakse EL-i / EMP territooriumil. Andmete edastamine Kolmandatesse riikidesse,
mille suhtes ei ole tehtud Euroopa Komisjoni piisavuse otsust, toimub kooskdélas Uhistegevuse
lepinguga, mis naeb ette Euroopa Komisjoni poolt heaks kiidetud standardsete andmekaitseklauslite
(SCC) automaatse kohaldamise koigile vérgustikupartnerite vahelistele andmeedastustele. See tagab
Teie andmete kaitse kooskdlas IKUM-i nduetega séltumata partneri asukohast.

80.2. Paysera vorgustikupartnerid. Me tegutseme rahvusvahelise ettevéttevorgustiku osana. Kui
kasutate meie partnereid kaasavaid teenuseid voi kui Teie tehingud on nendega seotud, voidakse Teie
andmed edastada nendele partneritele, kes tegutsevad Kolmandates riikides, nagu Albaania Vabariik,
Kosovo Vabariik, Gruusia ja teised.

80.3. Valised teenusepakkujad ja spetsialistid. Katkematu 66paevaringse (24/7) ja kvaliteetse klienditoe,
KYC-protseduuride jargimise ja muude funktsioonide tagamiseks kaasame usaldusvaarseid partnereid ja
spetsialiste, kes tegutsevad Kolmandates riikides, nagu Maroko, Filipiinid, India ja teised. Nendele
teenusepakkujatele antakse turvaline juurdepaas Teie andmetele Uksnes neile maaratud Ulesannete
taitmiseks (nt Teie esitatud dokumentide kontrollimiseks vdi Teie paringutele vastamiseks).

80.4. Teie poolt algatatud rahvusvahelised maksed. Kui algatate makseulekande saajale, kes asub
Kolmandas riigis, oleme kohustatud edastama Teie isiku- ja makseandmed selle riigi finantsasutusele
(korrespondentpangale), et Teie juhis taita.

81. Kuna eelnimetatud Kolmandatelt riikidelt ei nduta EL-i tasandi andmekaitse kohaldamist, rakendatakse
igale andmeedastusele ihte vdi mitut jargmistest IKUM-is satestatud kaitsemeetmetest:
81.1. Standardsed andmekaitseklauslid (SCC). Kdigi Paysera infrastruktuuri stisteemidega seotud
andmeedastuste puhul oleme sélminud andmesaajatega Euroopa Komisjoni poolt heaks kiidetud
standardsed andmekaitseklauslid (SCC) isikuandmete edastamiseks Kolmandatesse riikidesse. Need
lepingud kohustavad andmesaajaid juriidiliselt to6tlema Teie andmeid kooskdlas EL-i
andmekaitsestandarditega.

81.2. Rakendatakse taiendavaid tehnilisi ja korralduslikke meetmeid, naiteks: I6puni kriipteerimine (end-
to-end encryption), véimaluse korral pseudonimiseerimine otse tuvastatava teabe hulga
vahendamiseks, range juurdepaasukontroll tagamaks, et andmeteni jduavad ainult need, kes seda
vajavad, ning andmesaaja lepinguline kohustus teavitada meid viivitamata ametiasutuste andmete
avalikustamise taotlustest ja sellised taotlused vdimaluse korral juriidiliselt vaidlustada.

82. Teie poolt algatatud rahvusvaheliste maksete puhul (punkt 80.4) pdhineb andmete edastamine IKUM-i
artiklis 49 satestatud erandil, kuna edastamine on vajalik Teie ja meie vahelise lepingu taitmiseks (st
Teie poolt juhitava makseulekande teostamiseks).

Profiilianaluus ja automaatne otsustamine



83. Teile kiirete, turvaliste ja kaasaegsete teenuste pakkumiseks ning oma juriidiliste kohustuste taitmiseks
kasutame taiustatud tehnoloogiaid, sealhulgas automatiseeritud ststeeme ja tehisintellekti (Al)
lahendusi. Need tehnoloogiad aitavad meil Teie isikuandmeid automaatselt té6delda, et hinnata
teatavaid isikuomadusi (profiilianallits) ja mdnel juhul teha otsuseid ilma otsese inimsekkumiseta
(automaatne otsustamine).

84. Profiilianallilis ja automaatne otsustamine krediidivéime hindamise ja krediidiriski juhtimise eesmargil:
84.1. Teiega tarbijakrediidi- v6i muu finantseerimislepingu sélmimisel vdi selle sélmimise kavatsuse
korral on meil seadusest tulenev kohustus hinnata vastutustundlikult Teie krediidivdimet ja juhtida
sellega seotud riske. Sel eesmargil véime kaasata kolmandaid isikuid (nt UAB ,Scorify"”), et kasutada
automatiseeritud otsustusstisteemi.

84.2. Algoritmidel ja Al-mudelitel pdhinev slisteem vdib automaatselt koguda ja analtUsida Teie
isikuandmeid (Uksikasjalik teave andmekategooriate ja allikate kohta on esitatud kaesoleva
Privaatsuspoliitika jaotises Krediidivéime hindamine, krediidiriski juhtimine ja automaatne otsustamine
(punktid 49-54)). Susteem hindab erinevaid tegureid, naiteks:

84.2.1.Teie sissetuleku ja Teie rahaliste kohustuste suhe;
84.2.2.Teie krediidiajaloo usaldusvaarsus (maksedistsipliin, viivitatud volgnevuste olemasolu);
84.2.3.Muud tegurid, mis on otseselt seotud Teie vdimega taita oma rahalisi kohustusi.

84.3.Selle anallusi pdhjal teeb slisteem automaatselt Ghe jargmistest otsustest, mis vdivad luua Teile
oiguslikke ja rahalisi kohustusi:

84.3.1.Kiidab Teie taotluse heaks ja pakub finantseerimist;

84.3.2.Pakub Teile alternatiivseid finantseerimistingimusi (nt vaiksem summa voi teistsugune
tagasimaksegraafik);

84.3.3.Lukkab Teie taotluse tagasi.

84.4. See taielikult automatiseeritud protsess véimaldab meil teha otsuseid kiiresti, objektiivselt ja
jarjepidevalt, tuginedes eelnevalt kehtestatud ja jarjepidevalt kohaldatavatele krediidiriski hindamise
kriteeriumidele. Kuna see otsus tehakse automaatselt, on Teile tagatud IKUM-i alusel jargmised
eridigused ja kaitsemeetmed:

84.4.1.Teil on digus votta meiega Uhendust e-posti teel aadressil klienditugi@paysera.ee, et taotleda
teavet andmete kohta, mida slisteem otsuse tegemisel kasutas;

84.4.2.Te vobite esitada uue taotluse 14 paeva moéddumisel. See ajavahemik on vajalik Teie
finantsandmete uuenemiseks. Uue taotluse esitamisel hinnatakse seda kdige varskema teabe pdhjal.

85. Profiilianallls rahapesu ja terrorismi rahastamise toOkestamise eesmargil:
85.1. Meil on seadusest tulenev kohustus Teid ja Teie tehinguid pidevalt ja perioodiliselt jalgida, et
valtida rahapesu, terrorismi rahastamist, pettusi ja muud kuritegelikku tegevust.

85.2. Sel eesmargil vbime kasutada automatiseeritud seiresiisteeme, sealhulgas Al-d, mis analldsivad
reaalajas Teie tehinguandmeid, kditumismustreid ja muud teavet. Susteem tuvastab ebatavalise,
kahtlase voi nbuetele mittevastava tegevuse (nt ebatavaliselt suured tehingud, suhtlus kdrge riskiga
jurisdiktsioonidega, akilised muutused Teie kaitumises).

85.3. Kui slisteem tuvastab potentsiaalselt kahtlase tegevuse, ei too see kaasa automaatset otsust,
millel oleks Teile otsesed diguslikud tagajarjed. Selle asemel genereerib slisteem marguande, mille meie
spetsialistid alati |Iabi vaatavad ja taiendavalt uurivad. Alles parast inimanalUusi saab teha otsuseid,
nagu tehingu peatamine, Teilt tdiendava teabe kisimine voi diguskaitseorganite teavitamine.
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86.

87.

88.

ProfiilianalGUs teenuse isikuparastamise, turunduse ja statistilise anallisi eesmargil:
86.1. Teie kasutajakogemuse parandamiseks, asjakohasemate pakkumiste tegemiseks ja meie teenuste
taiustamiseks voime labi viia profiilianalGusi.

86.2. Teie ndusoleku alusel vdime analllsida meie teenuste kasutamist ja Teie kaitumist, et riihmitada
Teid konkreetsetesse kliendisegmentidesse. See vdimaldab meil saata Teile isikuparastatud
turundusteateid ja pakkumisi, mis on meie arvates Teie jaoks asjakohased. Vdime sel eesmargil
kasutada ka kolmandate isikute platvorme (nt Google, Meta, OpenAl).

Tuginedes oma digustatud huvile arendada ja taiustada oma aritegevust, vdime anallusida
anonUumitud vdi koondandmeid selle kohta, kuidas kliendid meie teenuseid kasutavad. See aitab meil
modista suundumusi, tuvastada parandamist vajavaid valdkondi ja arendada uusi teenuseid.

Teil on digus igal ajal ilma pohjust esitamata esitada vastuvaiteid oma andmete téo6tlemisele
otseturunduse eesmargil (sealhulgas profiilianallUsiks). Samuti on Teil digus esitada vastuvaiteid oma
andmete tootlemisele statistilise anallitisi eesmargil. Neid digusi saate teostada, muutes oma konto
seadeid, klopsates turundusteadetes oleval loobumislingil vdi vottes meiega otse Uihendust.

Alaealiste isikuandmete tootlemine

89.

Alla 14 (neljateistkimne) aasta vanune alaealine, kes soovib kasutada Paysera makseteenuseid, peab
esitama oma esindaja (lapsevanema voi eestkostja) kirjaliku ndusoleku oma isikuandmete to6tlemiseks.

Kupsiste eeskiri

90.

91

Paysera voib sellel veebilehel kasutada kipsiseid. Klipsised on vaikesed failid, mis saadetakse isiku
veebibrauserisse ja salvestatakse tema seadmesse. Klipsised edastatakse isiklikku arvutisse veebilehe
esmakordsel kilastamisel.

Tavaliselt kasutab Paysera isiku seadmes ainult hadavajalikke klpsiseid tuvastamiseks, veebilehe
funktsionaalsuse ja kasutuse parandamiseks ning isiku juurdepaasu hélbustamiseks veebilehele ja seal
sisalduvale teabele. Paysera vo0ib kasutada muid kipsiseid parast kliendi ndusoleku saamist. Erinevate
kUpsisetuupide lthikirjelduse leiate siit:

91.1. Hadavajalikud kipsised. Need kipsised on vajalikud selleks, et saaksite kasutada Paysera
veebilehe erinevaid funktsioone. Need on veebilehe toimimiseks hadavajalikud ja neid ei saa valja
lGlitada. Need salvestatakse Teie arvutisse, mobiiltelefoni voi tahvelarvutisse veebilehe kasutamise ajal
ja need kehtivad ainult piiratud aja jooksul. Tavaliselt seatakse need vastusena Teie poolt sirvimise ajal
tehtud toimingutele, nagu privaatsusseadete muutmine, sisselogimine ja erinevate vormide taitmine.

91.2. Statistikaklpsised. Neid kiipsiseid kasutatakse anonulimse teabe kogumiseks ja aruandluseks, et
selgitada valja, kuidas kllastajad veebilehte kasutavad. Kasutajate veebilehel navigeerimise kohta
statistiliste andmete kogumiseks kasutatakse registreeritud IN-numbrit.

91.3. Anallutilised kiipsised. Neid kupsiseid kasutatakse veebilehe kasutajate arvu ja liikluse
jalgimiseks. Anallutilised kiipsised aitavad meil valja selgitada, milliseid veebilehti kiilastatakse kdige
rohkem ja kuidas ktlastajad neid kasutavad, et parandada meie teenuste kvaliteeti. Kui Te ei ndustu
nende kupsiste kasutamisega, ei lllita me Teie kulastust oma statistikasse.

91.4. Turunduskipsised. Neid kipsiseid kasutatakse Teie sirvimisharjumustel pdhineva asjakohase teabe
pakkumiseks meie teenuste kohta, et parandada sisu valikut ja pakkuda meie veebilehe kasutamisel
rohkem voimalusi. Lisaks voib neid kipsiseid kasutada meie kolmandatest isikutest partnerite



veebisaitidel aruandluse eesmargil. Sel viisil saame teavet ka Teie sirvimisajaloo kohta meie ametlike
partnerite veebisaitidelt, kuhu me oma reklaame paigutame. Kui Te ei ndustu nende kipsiste
kasutamisega, naete ainult isikuparastamata reklaame.

92. Enamik veebibrausereid aktsepteerib kiipsiseid, kuid isik saab muuta brauseri seadeid nii, et klipsiseid
ei aktsepteeritaks. Tuleb markida, et erinevalt muudest kiipsisetilpidest voib hadavajalikest klipsistest
keeldumine mojutada veebilehe funktsionaalsust ja mdned funktsioonid ei pruugi korralikult to6tada.
Paysera veebilehe esmakordsel kiilastamisel naete hipikakent koos konkreetsete kipsisetlipide
loeteluga, mida saate ndustuda voi tagasi likata. Kui otsustate ndustuda hadavajalike ja muude tuupi
kiipsistega, saate oma valikut muuta ja ndusoleku tagasi votta, kldpsates lehe allosas asuval lingil
~Klpsiste seaded”.

Oigus tutvuda oma isikuandmetega, nduda nende parandamist, kustutamist ja
andmetootluse piiramist

93. Teil on jargmised oOigused:
93.1. Andmetele juurdepaasu digus. Saada kinnitust selle kohta, kas Paysera td6tleb Teie isikuandmeid
vOi mitte, ning kui see on nii, siis tutvuda Paysera poolt td6deldavate isikuandmetega ja saada teavet
selle kohta, milliseid isikuandmeid ja millistest allikatest kogutakse, mis on t66tlemise eesmargid, kes on
vastuvotjad, kellele isikuandmeid on edastatud voi voidakse edastada; saada Payseralt koopia
toddeldavatest isikuandmetest vastavalt kohalduvale digusele. Teie kirjaliku taotluse saamisel esitab
Paysera taotletud andmed kirjalikult digusaktides satestatud tahtaja jooksul vdi margib keeldumise
pdhjuse. Uks kord kalendriaastas véib andmeid esitada tasuta, kuid muudel juhtudel vdib kehtestada
tasu, mis ei Uleta andmete esitamise kulusid. Lisateavet andmetele juurdepaasu diguse ja nende
tédtlemise kohta leiate siit.

93.2. Oigus andmete parandamisele. Kui Teie Paysera poolt téddeldavad andmed on ebadiged,
puudulikud voéi ebatapsed, voite podrduda Paysera poole kirjaliku taotlusega ebadigete vbi ebatapsete
andmete parandamiseks voi puudulike isikuandmete taiendamiseks.

93.3. Oigus andmete kustutamisele (,8igus olla unustatud”). Taotleda andmete té6tlemise I8petamist
(andmete kustutamist), kui Andmesubjekt votab tagasi ndusoleku, millel té6tlemine pohineb, vdi kui
isikuandmed ei ole enam vajalikud eesmarkidel, milleks neid koguti, vdi kui isikuandmeid on té6deldud
ebaseaduslikult voi kui isikuandmed tuleb kustutada juriidilise kohustuse taitmiseks. Kirjalik teade
isikuandmete to6tlemisele vastuvaite esitamise kohta tuleb esitada Payserale isiklikult, posti teel voi
elektrooniliste sidevahendite kaudu. Kui Teie vastuvaitel on diguslik alus, 16petab Paysera parast
taotluse labivaatamist koik Teie isikuandmete to6tlemise toimingud, valja arvatud seaduses satestatud
juhtudel. Tuleb markida, et digust nduda isikuandmete viivitamatut kustutamist voib piirata Paysera kui
makseteenuse pakkuja kohustus sailitada andmeid klientide tuvastamise, maksetehingute, séImitud
lepingute jms kohta digusaktides satestatud ajavahemiku jooksul.

93.4. Oigus isikuandmete té6étlemise piiramisele. Taotleda isikuandmete téétlemise piiramist, kui
Andmesubjekt vaidlustab isikuandmete tapsuse ajaks, mis vbimaldab Vastutaval tdotlejal kontrollida
isikuandmete tapsust; to6tlemine on ebaseaduslik ja Andmesubjekt ei soovi isikuandmete kustutamist,
vaid taotleb selle asemel nende kasutamise piiramist; Vastutav tdotleja ei vaja isikuandmeid enam
tootlemise eesmarkidel, kuid need on Andmesubjektile vajalikud digusnduete koostamiseks, esitamiseks
vOi kaitsmiseks. Andmesubjekti, kes on saavutanud téotlemise piiramise, teavitab Vastutav tootleja
enne téotlemise piiramise tihistamist.

93.5. Vastuvaidete esitamise digus. Oigus esitada vastuvaiteid oma isikuandmete téétlemisele
otseturunduse eesmargil.
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93.6. Oigus esitada kaebus. Péérduda jarelevalveasutuse poole ndudega seoses Teie isikuandmete
toodtlemisega, kui usute, et isikuandmete tootlemisel rikutakse Teie kohaldatavatest digusaktidest
tulenevaid o6igusi ja 6igustatud huve.

93.7. Oigus pdéérduda oma diguste teostamiseks Vastutava tédtleja ja/vdi andmekaitseametniku poole.
93.8.Muud seadusega satestatud digused.

94. \oite saata oma andmetele juurdepaasu, parandamise vdi tédtlemisele vastuvaidete esitamise taotluse
e-posti teel aadressile: dpo@paysera.com. Taotluse esitaja peab selgelt markima oma taisnime ja
allkirjastama taotluse kvalifitseeritud elektroonilise allkirjaga.

Kolmandate isikute veebisaidid

95. Paysera ei vastuta kliendi privaatsuse kaitsmise eest kolmandate isikute veebisaitidel, isegi kui Klient
siseneb sellistele veebisaitidele kaesoleval veebilehel esitatud linkide kaudu. Paysera soovitab tutvuda
iga veebisaidi Privaatsuspoliitikaga, mis ei kuulu Payserale.

Logode kasutamine

96. Klient, kes kasutab Paysera teenuseid arilistel eesmarkidel ja professionaalsetest huvidest [dhtuvalt,
noustub, et Paysera voib kasutada tema nime ja/voi logo otseturunduse eesmargil (nt markides, et
Klient kasutab Paysera osutatavaid teenuseid).

Infoturbe tagamine

97. Paysera eesmark on tagada Kliendilt saadud teabe ja avalike andmefailide kérgeim turvatase. Selleks et
kaitsta seda teavet loata juurdepaasu, kasutamise, kopeerimise, juhusliku voi ebaseadusliku
kustutamise, muutmise voi avalikustamise ning igasuguse muu luba andmata t66tlemise eest, kasutab
Paysera asjakohaseid Oiguslikke, administratiivseid, tehnilisi ja flusilisi turvameetmeid.

Loppsatted

98. Taiendavat teavet selle kohta, kuidas Paysera isikuandmeid to6tleb, voib leida lepingutest, muudest
dokumentidest, veebilehelt, mobiilirakendusest vdi klienditoe kaughalduskanalitest (telefoni, e-posti teel
jne).

99. Payseral on digus kaesolevat Privaatsuspoliitikat Ghepoolselt muuta ja/vdi taiendada. Teave
Privaatsuspoliitika muudatuste kohta teatatakse selle avaldamisega Paysera veebilehel. Teatavatel
juhtudel vdib Paysera teavitada isikuid muudatustest ka posti, e-posti, mobiilirakenduse kaudu vo6i muul
viisil.

100. Kaesoleva Privaatsuspoliitika satete suhtes kohaldatakse Leedu Vabariigi digust. Kdik Privaatsuspoliitika
satetega seotud vaidlused lahendatakse labiraakimiste teel ning labiraakimiste ebadnnestumise korral
lahendatakse vaidlus Leedu Vabariigi kohtutes.

* - UAB ,Creditinfo Lithuania” (ettevdtte kood: 111689163, aadress: Lvivo tn 21A, LT-09309 Vilnius, Leedu,
www.creditinfo.lt, telefon: (8 5) 2394131 ja UAB ,Okredo”, ettevotte kood: 304106783, aadress: Liepy tn 54-1,
Klaipéda, Leedu, mis haldab ja edastab Teie teavet kolmandatele isikutele (finantsasutused,
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telekommunikatsiooniettevotted, kindlustus-, elektri- ja kommunaalteenuste pakkujad, kaubandusettevodtted
jne). Kogume ja edastame Teie teavet digustatud huvide ja eesmarkide saavutamiseks: Teie krediidivoime

hindamiseks ja vdlgade haldamiseks. Krediidiajaloo andmeid sailitatakse tavaliselt 10 (kimme) aastat parast
kohustuste taitmist.

Kasutades ainult "Paysera Bank of Georgia" JSC poolt osutatavaid teenuseid, téddeldakse "Paysera Bank of
Georgia" JSC kaudu kogutud isikuandmeid selle Privaatsuspoliitika alusel.
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